
PRIVACY POLICY 

Silsile.com (hereinafter referred as "SILSILE") recognizes the importance of maintaining 
the privacy of every user who visits our website. We value your privacy and appreciate 
your trust in us. We are committed to be transparent about the data we collect about 
you, how it is used and with whom it is shared. 

This Privacy Policy applies when you use/visit our website, mobile or tablet application, 
or any other online service (collectively, the "Services") that links or refers to it. It does 
not govern or apply to information collected or used by SILSILE or its group companies 
through any other means. 

By visiting and/or using our website, you agree to this Privacy Policy. We strongly 
recommend you read this privacy policy so that you understand our approach towards 
the use of your personal data. 

SILSILE is licensed to operate and manage the websites of Silsile.com. and its 
subsidiaries (hereinafter referred as "Company"). We reserve the right to modify this 
privacy statement at any time as in required. 

Information We Collect 

We collect information directly from user(s), from third parties and automatically 
through our websites/mobile applications. 

Registration for the Services may require that you supply certain personal information 
such as name, age, sex, contact number, email address and demographic information 
(area, location, IP address etc) to register. To aid convenience, users can sign up on any 
of our sites, and we extend the same login credentials to sign into any of the other sites. 
(Single Sign-on feature). You may also register or link your account through third party 
accounts such as Facebook, Google etc. 

We collect limited information about your computer's connection to the Internet, 
including your IP address, when you visit our site. Your IP address does not identify you 
personally. We also collect and may store information that your computer or mobile 
device provides to us in connection with your use of our website/apps such as your 
browser type, type of computer or mobile device, browser language, IP address, mobile 
carrier, unique device identifier, location, and requested and referring URLs. We also 
receive information when you view content on or otherwise interact with our website/
app/services, even if you have not created an account. We use this information to 
deliver our web pages to you upon request, to tailor our site to the interests of our 
users, to measure traffic on the website. This information may also be used by our 
advertisers/third party companies to personalize content, ads etc. 

How We Collect Information 

๏ We collect information directly from you when you register with us. 



๏ We collect information (whether you are registered or not registered with us) when 
you browse our sites/apps, open or respond to an email from us (promotional or 
informational) 

๏ When you post a comment on our website or raise a query/question to us through 
phone or email. 

๏ We collect information from you when you register with us by linking your social 
media or third-party accounts. By doing this, you are authorizing them to share with 
us certain information from such accounts, and authorizing us to collect, store, and 
use this in accordance with this Privacy Policy. 

๏ We collect information from you using third party tools, browser cookies and web 
beacons to improve user experience. 

๏ Device Information: We may collect non-personal information about the computer, 
mobile device, or other device you use to access the service, such as IP address, geo-
location information, unique device identifiers, browser type, browser language and 
other information for the purpose of providing customized information on the 
browser. 

๏ Location Information: Our mobile application and websites may capture your 
current location if you choose to enable GPS feature in the app or browser. 

Cookie Policy, pixels And Tracking 

Cookies are small text files which contain a small amount of information that is 
downloaded to your computer or mobile device when you visit a website. When you 
visit the website again, or visit partner website which recognizes that cookie, your 
device is able to communicate with our website and the website can read the 
information held in that cookie. 

We use Cookies to help you efficiently browse our websites and to save you time by not 
having to re-enter your details/preferences each time you visit. Cookies allow us to 
provide you with information and show you content relevant to you. We also use 
Cookies to analyze how our customers interact with our websites so we can improve 
the customer journey. 

You can choose to accept or decline cookies in your browser settings. Most web 
browsers automatically accept cookies, but you can usually modify your browser 
setting to reject cookies if you prefer. You may find more help about managing cookies 
in your browser: Chrome, Internet Explorer, Mozilla Firefox & Safari. This may prevent 
you from having complete website experience by affecting the access to some of the 
links, services, or features. Information collected by cookies and web beacons is not 
personally identifiable. 

Google Analytics: Google Analytics is a web analytics service offered by Google that 
tracks and reports website traffic. Google uses the data collected to track and monitor 
the use of our Service. This data is shared with other Google services. Google may use 
the collected data to contextualize and personalize the ads of its own advertising 
network. 



You can opt-out of having made your activity on the Service available to Google 
Analytics by installing the Google Analytics opt-out browser add-on. The add-on 
prevents the Google Analytics JavaScript (ga.js, analytics.js, and dc.js) from sharing 
information with Google Analytics about visits activity. 

Link to other Sites: Our Service may contain links to other sites that are not operated 
by us. If you click on a third-party link, you will be directed to that third party’s site. We 
strongly advise you to review the Privacy Policy of every site you visit. 

We have no control over and assume no responsibility for the content, privacy policies 
or practices of any third-party sites or services. 

How We Use the Information 

To Provide and Manage the Services You Request: 
This includes, for example, processing your subscription, sending you electronic 
newsletters, or enabling you to participate in the features provided by the Services. It 
also includes providing personalized content and recommendations to you, including 
by email. Through such features, we can bring you information and content tailored to 
your individual interests and needs. 

To Reach You: 
We may periodically contact you with offers and information about the Services and 
our affiliates, including in connection with your accounts, online surveys, legal notices, 
news stories, new features that you are entitled to access, and other important 
information. You may opt out of receiving commercial email messages from us by 
following the instructions contained in those email messages. 

To Customize Advertising: 
We may use your information to facilitate the delivery of targeted ads, promotions, and 
offers to you, on behalf of ourselves and advertisers, on and off the Services. We may 
provide you with personalized services, such as recommendations on our websites, 
apps and in direct marketing and tailored advertising. This includes where we use 
cookies or similar technologies in relation to the devices you use, for example to make 
some of the adverts you see more relevant to you 

Understand Our Readers and Users: 
The Services conduct research on our users’ demographics, interests and behavior 
based on the information we collect. We do this to better understand and serve our 
users, and to improve our products and services. 

To Protect the Rights of the Services and others: 
We may use your personal information as we believe is necessary or appropriate to 
protect, enforce, or defend the legal rights, privacy, safety, or property of the Services, its 
employees or agents, or other users and to comply with applicable law. 

Consent: 
We may otherwise use your information with your consent or at your direction. 



How We Share Your Information 

The following provides information about entities with which we may share 
information. Our practices vary depending on the type of information. 

Logging In Through Social Media Services: 
If you log into the Services with a social media service or if you connect a social media 
account with the Services, we may share your information with that social media 
service. The social media services’ use of the shared information will be governed by 
the social media services’ privacy policy and your social media account settings. If you 
do not want your information shared in this way, do not connect your social media 
service account with your Services. 

Business Partners: 
We may also share your information with business partners to provide you with services 
that you request. 

Service Providers: 
We may share information with vendors providing contractual services to us, such as 
hosting vendors, advertising service providers, and list managers. We also may share 
your information, including your payment information, as appropriate to process your 
payments for the Services or complete a transaction. 

Other Parties When Required by Law or As Necessary to Protect Our Users and 
Services: 
We may share your personal information as we believe is necessary or appropriate to 
protect, enforce, or defend the legal rights, privacy, safety, or property of the Services, 
our employees or agents or users or to comply with applicable law or legal process, 
including responding to requests from public and government authorities. 

Affiliates: 
We may share information within our family of affiliated companies and business 
associates. 

Third Parties that Provide Content, Advertising, or Functionality: 
When you use our Services, third parties may collect or receive certain information 
about you and/or your use of the Services (e.g., hashed data, clickstream information, 
browser type, time and date, information about your interactions with advertisements 
and other content), including through the use of cookies, beacons, mobile ad 
identifiers, and similar technologies, in order to provide content, advertising, or 
functionality or to measure and analyze ad performance, on our Services or other 
websites or platforms. This information may be combined with information collected 
across different websites, online services, and other linked or associated devices. These 
third parties may use your information to improve their own services and consistent 
with their own privacy policies. 

Other Parties in Connection with a Corporate Transaction: 
We reserve the right to transfer any information we have about you in the event that 
we sell or transfer all or a portion of our business or assets to a third party, such as in the 
event of a merger, acquisition, or in connection with a bankruptcy reorganization. 



Otherwise With Your Consent or At Your Direction: 
In addition to the sharing described in this Privacy Policy, we may share information 
about you with third parties whenever you consent to or direct such sharing. 
We also may share other information with third parties in a manner that does not 
identify users, including, for example, aggregated data about how users are using our 
Services. 

Links to Third-Party Sites: 
Our Services may link to third-party websites and services that are outside our control. 
We are not responsible for the security or privacy of any information collected by other 
websites or other services. You should exercise caution and review the privacy 
statements applicable to the third-party websites and services you use. 

Transfer Of Personal Data 

Your information, including Personal Data, may be transferred to and maintained on 
computers located outside of your state, province, country or other governmental 
jurisdiction where the data protection laws may differ than those from your jurisdiction. 
We maintain servers around the world and your information may be processed on 
servers located outside of the country. Please note that we transfer the data, including 
personal data, to USA, India, Japan and Singapore and process it there. Your consent to 
this Privacy Policy followed by your submission of such information represents your 
agreement to that transfer. We will take all steps reasonably necessary to ensure that 
your data is treated securely and in accordance with this Privacy Policy and no transfer 
of your personal data will take place to an organization or a country unless there are 
adequate controls in place including the security of your data and other personal 
information. 

Children's Personal Data 

We do not aim any of our products or services directly at children under the age of 13 
and we do not knowingly collect personal data about children under 13. Some of our 
services may have a higher age restriction and this will be shown at the point of 
registration. If you are a minor i.e. under the age of 16 years, you may use our products 
or services only if the consent is provided by the holder of parental responsibility over 
you 

How Long We Keep Your Personal Data 

We retain your information for as long as it is necessary to provide you with the service 
so that we can fulfil our contractual obligations and rights in relation to the information 
involved. Where we do not need your information to provide the service to you, we 
retain it only if we have a legitimate business purpose in keeping such data or where 
we are subject to a legal obligation to retain the data. We will also retain your data if 
necessary for the establishment, exercise, or defense of legal claims. For example, we 
may need to use it to answer your queries about a product or service and as a result 
may keep personal data while you are still using our product or services. We may also 
need to keep your personal data for accounting purposes, for example, where you have 
bought a subscription. If we no longer need your data, we will delete it or make it 
anonymous by removing all details that identify you. If we have asked for your 



permission to process your personal data and we have no other lawful grounds to 
continue with that processing, and you withdraw your permission, we will delete your 
personal data. 

Access To Personal Information 

You may access or modify your personal information by signing on to the website. We 
will not modify the information provided by you. However, you must update your 
personal information as soon as such changes are necessitated 

Upon your request, we will close your account and remove your personal information 
from view as soon as reasonably possible, based on your account activity and in 
accordance with applicable law(s). However, we will retain the required personal 
information from closed accounts to comply with law, Avoid/check illegal and/or 
potentially prohibited activities and to enforce User Agreements; Comply with any 
court judgment / decree / order / directive / legal & government authority /applicable 
law; Investigate potential violations or applicable national & international laws; 
Investigate deliberate damage to the website/services or its legitimate operation; 
Detect, prevent, or otherwise address security and/or technical issues; safeguard p the 
rights, property or safety of company and/or its Directors, employees and the general 
public at large; Respond to Claims of third parties; and take such other actions as may 
be permitted by law. 

Your Rights with Regard to The Personal Data That We Hold 
About You 

If you would like to have a copy of the personal data, we hold on you or if you think that 
we hold incorrect personal data about you, please write at privacy@silsile.com We will 
deal with requests for copies of your personal data or for correction of your personal 
data within one month. If your request is complicated or if you have made a large 
number of requests, it may take us longer. We will let you know if we need longer than 
one month to respond. You will not have to pay a fee to obtain a copy of your personal 
data (or to exercise any of the other rights). However, we may charge a reasonable fee if 
your request is clearly unfounded, repetitive, or excessive. 

๏ Where you have provided us with consent to use your personal data, you can 
withdraw this at any time. 

๏ Where applicable, you may also have a right to receive a machine-readable copy of 
your personal data. 

๏ You also have the right to ask us to delete your personal data or restrict how it is 
used. There may be exceptions to the right to erasure for specific legal reasons 
which, if applicable, we will set out for you in response to your request. Where 
applicable, you have the right to object to processing of your personal data for 
certain purposes. 

๏ You have the right to have data which we process based on your consent or in 
fulfillment of a contract automatically delivered to yourself or to a third party in a 
standard, machine-readable format. If you require the direct transfer of data to 
another responsible party, this will only be done to the extent technically feasible. 



If we decide to change our Privacy Policy we will post the changes here. If the changes 
are significant, we may also choose to email all our registered users with the new 
details. If required by law, we will get your permission or give you the opportunity to opt 
out of any new uses of your data. 

Deleting Your Information 

You may submit a request to access or delete the information we have collected about 
you by sending your request to us at privacy@silsile.com We will respond to your 
request consistent with applicable law and subject to proper verification. 

Reach Out To Us 

For any complaint related to our services or content of the website the aggrieved 
person may raise the query/complaint within a period of 7 (seven) days from the date of 
first publication to the email id mentioned herein: 
 
Email: 
privacy@silsile.com 

Silsile LLC 
Corporate Office: 
5367 Conroy Rd, Ste 380, 
Orlando, FL 

Phone: 
+14077337469 

mailto:privacy@silsile.com


SILSILE PRIVACY POLICY 
Welcome to SILSILE!  This Privacy Policy describes how SILSILE, LLC. (“SILSILE,” “we,” 
“us,” or “our”) collects, uses, processes, and discloses your information 
on www.silsile.com  (the “Site”) and the products, services, mobile websites, and native 
mobile applications (collectively and together with the Site, the “Services”). 

By using the Site and the Services, and in particular when you fill out an account on 
SILSILE, you agree to the terms of this Privacy Policy and the collection, storage, use, 
processing and disclosure by SILSILE and its services providers of the Personal 
Information that you enter into the Services.  If you don’t agree with this Privacy Policy 
or the Terms of Service, please do not use the Services. 

What types of information does SILSILE collect, how is it collected, and how does it 
use it? 

1. Personal Information 

a. For the purpose of this Privacy Policy, “Personal Information” means any information 
that uniquely identifies you or any other individual or otherwise contains personally 
identifiable information provided by or obtained from you or any other user of the 
Services.  Personal Information may include certain types of Basic Information, 
Secure Information, Read Or Write Access Deputy Information, Access Code 
Information and Public Information, each of which is described in further detail 
below.  SILSILE does not share Personal Information with any third party other than 
as described in this Privacy Policy. 

b. “Basic Information” means the first and last name, email address, gender, zip code, 
date of birth, and the date and time of associated with the Account creation and (if 
applicable) deletion of you, your Read Or Write Access Nominees, and any Co-
Administrators (each a “Collaborator”) on your SILSILE. We may use your Basic 
Information to operate, provide, and improve the Site, the Services and our (and our 
successors’ and assigns’) businesses, to contact you and (if applicable) your 
Collaborators to send information about the Services. If you or your Collaborators 
don’t want to receive email communications from us, follow the “unsubscribe” 
instructions at the bottom of any email message received from us. That said, there 
are certain types of important email communications that we need to always be 
able to send to you and your Collaborators (such as notifications about password 
changes, permissions changes, or changes to the Terms of Service or this Privacy 
Policy) for which you may not be given an “unsubscribe” option. 

c. “Secure Information” means your private, sensitive, personal information that you 
privately submit through the Services, including your health and medical 
information, financial information, and legal information.   Some of such health and 
health related information may be considered “Protected Health Information” or 
“PHI,” as defined by the Health Insurance Portability and Accountability Act of 1996 
(“HIPAA”). While we may know whether and when you submitted a particular type 
or category of Secure Information, we do not during our standard daily business 
operations have access to the content or details of any Secure Information you 
privately submit through the Services because it is encrypted. We will share your 



Secure Information only with your designated Read Or Write Access Deputy (as 
defined below) and only pursuant to your, or (if applicable) your Co-Administrator’s, 
explicit instruction, except when we are required to by law or in other rare 
circumstances, as described below. 

d. “Use Information” means certain high-level information about your use of and 
access to the Services that may be visible to a financial advisor or Partner Provider if 
you accepted an Invitation from that financial advisor or Partner Provider, as 
applicable, to sign up for and access the Premium Services (as defined below) (if 
applicable), which may include the type of SILSILE you signed up for, the date and 
time of your last login to the Services, your total number of logins to the Services, 
and which sections of your SILSILE you completed. We may share your Use 
Information only with your financial advisor (if applicable). 

e. “Public Information” means any personally identifying information you post in any 
public forum through the Services (e.g., in the comments section below articles).  
Please remember that any Public Information you post publicly on the Services is 
not private, and thus may be used or disclosed by any third party who reads such 
Public Information without our control and without your knowledge, and search 
engines may index that information.  Accordingly, please think carefully before 
publicly posting any Public Information on the Services. 

2. Non-Personal Information 

a. In contrast to Personal Information, “Non-Personal Information” does not, on its 
own, uniquely identify you or anyone else as a specific individual, but rather 
provides technical data, such as information about your interaction with the 
Services or about your browser.  Non-Personal Information may include Aggregate 
Information, and Cookie Information, each of which is described in further detail 
below. 

b. “Aggregate Information” means statistical information about how, how often, and 
when you use the Services and your demographic information.  We may use 
Aggregate Information to understand how and how often people use the Services, 
which in turn allows us to improve them, but never in a way that is personally 
identifiable. 

c. “Cookie Information” means information collected via cookies which enable our 
servers to recognize your web browser and tell us how and when you visit the Site 
and otherwise use the Services.  Cookies are small pieces of data that are stored on 
your computer through your web browser when you access a website.  Our cookies 
by themselves do not contain Personal Information, and we do not combine Cookie 
Information with your Personal Information to tell us who you are. 

I. While many browsers have an option to turn off the cookie feature (which 
may prevent your browser from accepting any new cookie or may allow you 
to decide which cookie to accept from any website on a case-by-case basis), 
we strongly recommend that you leave cookies active because the Cookie 
Information we derive enables us to provide you with the most advantageous 
and attractive features of the Services. 



II. Please note, however, that this Privacy Policy only covers our use of cookies 
and Cookie Information and does not cover the use of cookies by third 
parties.  Certain third-party vendors use cookies in certain unrestricted 
publicly available parts of our Site to provide analytical data and target and 
serve ads based on your prior visits to Site and use of the Services.  We do not 
control when or how a third-party places cookies on your computer. 

3. Information SILSILE Typically Does Not Collect (But 
Sometimes Might) 

a. While we may charge a fee now or in the future for use of certain aspects of our 
Services (the “Premium Services”), your valid credit card number, type, expiration 
date, name and billing address (collectively, “Payment Information”) is collected, 
stored, used and processed by Stripe Inc. (“Stripe”), our third party payment 
processing company, and not by us.  Accordingly, the collection, storage, use and 
processing of your Payment Information is governed by Stripe’s applicable terms of 
service available at https://stripe.com/us/terms and privacy policy available at https://
stripe.com/us/privacy.  However, sometimes we may request and receive some of 
your Payment Information from Stripe in order to complete certain transactions you 
initiated through the Services, to enroll you in a discount or other rebate program 
you elected to participate in, to protect against or identify potentially fraudulent 
transactions, or otherwise as necessary to manage our business.  Accordingly, 
sometimes we may obtain Payment Information pertaining to you as a result of 
your use of the Services; but, you can rest assured that we will only use any such 
Payment Information we obtain in furtherance of the Services. 

Does SILSILE share the information it collects or receives, and if so, with whom and 
why? 

1. Sharing with Read Or Write Access Nominees 

a. We will share your Secure Information only with your designated Read Or Write 
Access Nominees and only pursuant to and in accordance with your opt-in 
authorization (“Authorization”) and explicit instruction, including the permissions 
you set that give any particular Read Or Write Access Nominee access to only 
certain designated portions of your SILSILE. If you designate any of your Secure 
Information as only shareable with Read or Write Access Nominees after you are 
Declared Dead (the “After Death Sections”), then SILSILE will only share such After 
Death Sections according to the timing and permissions that you have explicitly 
provided. As part of your use of the Services, you may designate one of your Read or 
Write Access Nominees as an “Unlocker” of your “After Death Sections.” With your 
explicit permission, the Unlocker will be able to alert SILSILE that you have been 
“Declared Dead” through their use of the Services, and your “After Death Sections” 
will be made visible to your Read Or Write Access Nominees according to your 
Authorization, explicit instructions and permissions. 

2. Sharing with Co-Administrators 

a. If you are enrolled in a Household Membership, your Secure Information and your 
Read or Write Access Deputy Information are shared with any Co-Administrators 



associated with your Household Membership. Co-Administrators can equally view, 
edit, and administrate all parts of the SILSILE that you are using. 

3. Sharing with Financial Advisors or Partner Providers 

a. If you signed up for the Services using an Invitation you received from your financial 
advisor or a Partner Provider, then we may share your Use Information with such 
financial advisor or Partner Provider, all of whom are contractually bound to protect 
the confidentiality of your Personal Information. For the avoidance of doubt, we 
don’t share any of your Secure Information with Financial Advisors or Partner 
Providers unless you have designated them as a Read or Write Access Deputy for 
the particular Secure Information you have chosen to share. 

4. Sharing with Agents 

a. We may share certain of your Basic Information with certain partners or service 
providers we use to perform, facilitate or improve the Services (collectively, 
“Agents”), but only in order for SILSILE to be able to provide you the Services.   All of 
our Agents are contractually bound to protect the confidentiality of your Personal 
Information. 

b. We may also share non-personal Aggregate Information with our Agents so that 
they understand how and how often people use our Services and their services, 
which in turn allows both us and them to improve. 

c. We do not share your Secure Information with Agents. 

5. Sharing with Acquirers 

a. If SILSILE is involved in a merger, acquisition, sale, reorganization, liquidation or 
other disposition of all or substantially all of its assets to another entity (the 
“Acquirer”), you will be notified via email and/or a prominent notice on our Site of 
any such change in ownership and of the choices available to you with respect to 
your Personal Information.  Remember, you can always choose to export and delete 
your Secure Information from the Services.  The Acquirer will possess your Basic 
Information and any other Personal Information you do not delete from the Services 
(which may include part or all of your Secure Information) and will assume the 
rights and obligations regarding your Personal Information as described in this 
Privacy Policy. 

6. Sharing pursuant to applicable law 

a. Other than sharing with Read Or Write Access Nominees, Agents or Acquirers as 
described above, we can only share Personal Information, including your Secure 
Information, in the limited circumstances described below relating to your abuse or 
misuse of the Services or legal process. 

b. If we believe that you have misused or abused the Services or the Personal 
Information of any other user, or have attempted to interfere with or harm the 
Services, we will investigate and cooperate with appropriate law enforcement 
officials, which may include sharing your Basic Information with them in order to 



protect our rights or property or that of other users, Read Or Write Access 
Nominees, Agents, and others.  We will give our full cooperation in any legal process 
or criminal investigation into any misuse or abuse of the Services. 

c. We may also share your Personal Information solely to the extent required by law to 
comply with a subpoena or analogous legal process or governmental request; while 
this may include certain of your Secure Information, rest assured that we will never 
willingly share any of your Secure Information unless required by law.    We may also 
share your Personal Information as otherwise necessary to protect our rights or 
property or that of other users, Read Or Write Access Nominees, Agents and others. 

d. We will promptly notify you if we receive any request for your Personal Information 
or Secure Information from any governmental entity or other third party pursuant 
to a subpoena or analogous legal process before sharing any such requested 
information, unless we are legally prohibited from so notifying you or we have a 
good faith reason to believe that such sharing is or may be necessary to protect 
someone’s life, avoid serious physical injury or property loss or damage, or to 
prevent or investigate any ongoing crime. 

e. As discussed in the Terms at https://www.SILSILE.com/terms-conditions, no 
fiduciary duty is or will ever be created between you and SILSILE by virtue of you 
using the Services.  Accordingly, while communications between you and us are 
protected in accordance with this Privacy Policy, they are not protected by the 
physician-patient privilege, doctor-patient confidentiality, attorney-client privilege, 
work product doctrine, or any other fiduciary duty. 

How does SILSILE protect, safeguard and secure the information it collects? 

The security, privacy and confidentiality of your Personal Information is of utmost and 
critical importance to us, which is why we have implemented a variety of industry 
standard (or better) administrative, physical and technical protections to safeguard the 
security, privacy, confidentiality and integrity of your Personal Information, including 
without limitation your Secure Information.  

For starters, your password is encrypted and not stored in a readable fashion.  Moreover, 
our technology uses encryption algorithms of the same quality relied on by banks, the 
military and the U.S. government. When we collect, maintain, access, use, or disclose 
your Personal Information, including without limitation your Secured Information, we 
will do so using systems and processes consistent with information privacy and security 
requirements under applicable federal and state laws, including, without limitation, 
HIPAA. Accordingly, your Secure Information is stored in a HIPAA-compliant hosting 
provider that has 24/7 physical and biometric protections, firewalls, intrusion detection 
systems, and an array of other technological safeguards and security certifications. 

Nevertheless, no website operator can guarantee that its security measures or 
safeguards will be 100% effective, and SILSILE cannot guarantee absolute security of 
any of your Personal Information, including without limitation your Secure Information.  
SILSILE SHALL NOT BE RESPONSIBLE OR LIABLE FOR UNAUTHORIZED ACCESS, 
HACKING OR OTHER SECURITY INTRUSIONS OR FAILURE TO STORE OR THE THEFT, 
DELETION, CORRUPTION, DESTRUCTION, DAMAGE, OR LOSS OF ANY DATA OR 
INFORMATION, INCLUDING WITHOUT LIMITATION SECURE INFORMATION. 
If we discover a security incident that compromises your Secure Information, we will let 
you know about it in accordance with applicable law.  Please notify us immediately of 
any suspected or unauthorized use of your password or account or any other such 



incident by contacting us through our help center at https://help.SILSILE.com/
customer/portal/emails/new. 

What are the privacy rights in California? 

Under California Civil Code §§ 1798.83-1798.84, California residents are entitled to know 
how certain personal information is shared with third parties for marketing purposes.  
We will never share your Personal Information with third parties for marketing 
purposes in violation of this Privacy Policy or otherwise without your express 
permission.  Nevertheless, if you are a California resident and would like a copy of the 
notice stating the foregoing, please submit a written request to: 

Silsile LLC 
5367 Conroy Rd, Ste 380 
Orlando, FL  

How does one delete an SILSILE account? 

If you wish to delete your account, you may do so via our account deletion tool, which 
you can access by logging into your account here:https://my.SILSILE.com/users/
sign_in and clicking “my account” followed by “account settings,” where you will see a 
button that says “Delete My Account.” If you have trouble using our account deletion 
tool, please contact us through our help center at https://help.SILSILE.com/customer/
portal/emails/new for assistance. When you delete your account, all of your Secure 
Information will be deleted or (if applicable) transferred to a Co-Administrator. Please 
note that we may keep your Non-Personal Information and any of your Personal 
Information other than your Secure Information even after your account deletion. 

What happens when there are changes to this Privacy Policy? 

We may amend or modify this Privacy Policy from time to time.  If we make any 
material changes in the way we collect or use your Personal Information, we will notify 
you by sending you an email or by posting an announcement on the Services.  
Remember, it is your responsibility to keep your email address information accurate 
and up-to-date.  Your continued use of the Services following notice of such changes 
indicates your agreement to be bound by the changes and the new Privacy Policy. 

Any questions or concerns? 

If you have any questions or concerns regarding privacy using the Services, please send 
us a detailed message to please contact us through our help center at https://
help.SILSILE.com/customer/portal/emails/new. We will make all commercially 
reasonable efforts to resolve your concerns. 

EFFECTIVE DATE: 08/20/2021 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